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Abstract

The increasing scale and complexity of networked systems has necessitated an approach for network resilience and robustness. Since the network topology has a direct impact on performance such as resilience and robustness, a mechanism of self-control is also an important and immediate requirement. The network topology is the most fundamental network property on which self-control is deployed, and the control over the topology has a direct impact on network performances. The network topology impacts on failure spread in networks. The issue of enhancing network resilience could be analyzed with optimizing the underlying network topology.

Network science has attracted considerable attention over the last decade. Two principal approaches have contributed to understanding complex networks so far. The first is an assembly mechanism that derives the structure of large-scale networks from processes that describe the piecewise addition of nodes and links according to simple heuristic rules such as preferential attachment. The second approach is via an optimization principle that aims at optimizing network performance through its evolution. Traditionally, optimization has a strict mathematical definition, which refers to obtaining the solutions that strictly specialize a well-defined function. Here we adopt a looser definition by extending it to include a tendency of the network to improve its performance as a result of evolution. We define metrics on network robustness and resilience and formulate multi-criteria network optimization problems. We use generic algorithm (GA) to solve these optimization problems and obtain optimal network topologies. Many real-world problems are complex with a very large parameter space. Accordingly, most attempts for finding the best solution are not realistic. In stead, finding a good enough solution or a better solution in an iterative manner becomes alternative.

Both the most susceptible network and the least susceptible networks to cascading failure are obtained using generic optimization and their network topologies are characterized and these networks are characterized. The least susceptible network to minimize cascade failure or systemic risk in financial networks is characterized as a core-periphery network. Such a core-periphery network consists of a partial complete graph of core nodes and stub nodes connected only to the core nodes.

We also obtain the most susceptible network to cascade failure. The most susceptible network is characterized as an onion-like network, in which nodes with similar degrees are more likely connected. However the most susceptible network to cascade failure has the highest robustness to random and intentional node attack.
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