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The recent eSTREAM competition recommended eight stream ciphers out of a submitted set of 34 candidates, based on various criteria. Four were chosen because they yield extremely high throughput in software. The Dragon cipher, while it was one of the finalists in the competition, did not make the final cut because of some speed and security issues. This talk is a case study of the issues with the Dragon cipher, from many perspectives, including implementation on the Intel platform, linear cryptanalysis and cache timing attacks, all of which are pivotal in stream cipher design today.
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