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The best possible situation for a perfect scheme is that $h(\{i\})=1$ for every $i \in P$. In this case, we say that $\Sigma$ is ideal. Its access structure is called ideal as well.
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## Theorem
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Every threshold access structure is the port of a uniform matroid.

Since the uniform matroid is representable, their matroid ports admit ideal schemes.
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There are some previous works in this direction:

- Kurosawa et al'94
- Pailier'98
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There are situations in which efficiency is more important than perfectness

Example:
Some protocols in multiparty computation need:

- efficient schemes
- sets of size less than $t$ are forbidden
- big sets are authorized
- a solution: ramp schemes and other non-perfect schemes (Chen, Cramer, de Haan, Cascudo'08)
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The access structure of the ramp scheme is a generalized matroid port:

- Consider the uniform matroid $M$ of dimension $t$ on $P \cup R$, with $|R|=k$
- The access structure coincides with $\Gamma_{R}(M)$
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It improves the connection found by Kurosawa et al'94. Our result is more general
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## Corollary

Every ideal scheme satisfies
$\sigma(\Sigma)=1 / \min \{|B \backslash A|: B \in \mathcal{B}, A \in \mathcal{A}, A \subseteq B\}$.

## Theorem

The generalized ports of representable matroids are ideal access structures

## Open Problems and Future Work

We already have used this result to characterize some families of ideal non-perfect access structures.

Some open problems and interesting topics are

- construction of ideal non-perfect schemes with homomorphic properties
- construction of efficient schemes for interesting access structures
- characterization of ideal non-perfect access structures
- bounds on the complexity of generalized matroid ports

Thank you

